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Annual 64.2009(e) CPNI Certification for 2014 covering prior calendar year 2013 

1. Date filed: March 3, 20 14 

2. Name of company covered by this certification: DukeNet Communications, LLC 

3. Form 499 Filer ID: 820201 

4. Name of signatory: Anthony R. Cockerham 

5. Title of signatory: Chief Operating Officer, Duke Net Communications, LLC 

6. Certification: 

I, Anthony R. Cockerham, certify that I am an officer of the company named above, and acting as an 
agent of the company, that I have personal knowledge that the company has establ ished operating 
procedures that are adequate to ensure compliance with the Commission's CPNI rules. See 47 C.F.R. § 
64.2001 et seq. 

Attached to this certification is an accompanying statement explaining how the company's procedures 
ensure that the company is in compliance with the requirements (including those mandating the adoption 
ofCPNI procedures, training, recordkeeping, and supervisory review) set forth in section 64.2001 et seq. 
ofthe Commission's rules. 

The company has not taken any actions against data brokers in the past year. 

The company has not received any customer complaints in the past year concerning the unauthorized 
release of CPNI. 

The company represents and warrants that the above certification is consistent with 47 C.F.R. § 1.17 
which requires truthful and accurate statements to the Commission. The company also acknowledges that 
false statements and misrepresentations to the Commission are punishable under Title 18 ofthe U.S. code 
and may be subject to enforcement action. 

Signed ~ f2 , (l~ Anthony R. Cockerham 

Attachment: Accompanying Statement explaining CPNI procedure 



Statement Reearding Operating Procedures: 

DukeNet has established operating procedures ensuring that it is in compliance with 47 C.F.R. §64.200 1 

el seq. DukeNet protects its customers' information by prohibiting the use of such information for any 

purpose not expressly authorized by 47 C.F.R. §64.2005 (a) and (d). DukeNet's customer confidentiality 

protections are of sufficient breadth to extend to and include information that relates to the quantity, 

technical configuration, type, destination, location, and amount of use of its services by its customers that 

is made available to DukeNet by the customer sole ly by virtue of DukeNet's re lationship with the 

customer. Due to DukeNet's strict adherence to use of customers' information solely for purposes that do 

not require customer approval, DukeNet has not developed a system by which the status of a customer's 

CPN I approval is established prior to the use of CPNI. Should Duke Net ever consider using customer 

information in a manner requiring customer approval, DukeNet will implement a system by which the 

status of a customer's CPN I approval can be clearly established prior to the use of CPNI in accordance 

with 47 CFR §64.2009(a). DukeNet has trained its personnel as to when they are and are not authorized to 

use or disclose customer confidential information to the extent required by 47 C.F.R. §64.2009(b), and 

DukeNet has an express disciplinary process in place for those who violate its customer confidentiality 

policies to the extent required by 47 C.F.R. §64.2001 et seq. DukeNet strictly prohibits the release of 

customers' information to any third party, and does not provide access to customer information through its 

website or other electronic means. DukeNet does not solicit business via out-bound marketing situations, 

or use CPNI in any manner in solicit ing customers that wou ld require any customer consent, supervisory 

review, or recordkeeping. 
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